Gift of Fire
Discussion Assignment 6
Phishing 

(Chapter 5)
(15 pts)
Phishing is a type of online fraud that tries to trick you into revealing personal financial information, passwords, credit card numbers, etc. In most cases, phishing takes the form of an e-mail message claiming to come from a bank, credit card company, online retailer or some other legitimate source. 

In this assignment, you will see some actual examples of phishing and learn ways to avoid being fooled. Begin by taking the MailFrontier Phishing IQ Test II (available at http://survey.mailfrontier.com/survey/quiztest.html). Then participate in the class discussion by posting messages to the group discussion forum titled "Phishing". For this assignment, the discussion will take place in two phases:
1. Post a message telling us about your results on the Phishing IQ Test. How many did you get right? (Be honest -- your score won't have any effect on your grade for this assignment.) Which of the examples seemed hardest to decide about? What specific things did you notice that helped identify a message as a fraud? What specific things led you to be fooled? 

2. Respond to someone else's posting by answering a question, raising a new question, providing additional information pointing out things that might help identify a specific message as a fraud, etc. What phishing messages have you received? How did you know they were phishing? What can you do to avoid being the victim of a phishing attack.  As always, be sure to support your ideas.
Grading:

Participating in the discussions as described above can earn up to 15 points as follows. 
	 
	Phase 1
	0 - 5 points for one initial posting

	 
	Phase 2
	0 - 5 points for each of two additional postings


